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Please read this risk disclosure statement carefully. 

Fasqon Unipessoal LDA (“Fasqon”) describes the general and specific risks associated with 

Tokens (“Tokens”) as part of Fasqon’s products and services you may enter into from time to 

time. This statement is not meant to be an exhaustive list. 

 

You must read this statement in accordance with Fasqon Terms of Use found at the Official 

Website (fasqon.com) or at Fasqon Client Dashboard. Fasqon offers Tokens as products and 

services to you on the basis that you understand the risks involved. 

 

You should always carefully consider whether Fasqon Tokens are consistent with your risk 

tolerance, your objectives, your experience or sophistication, your financial condition, your 

needs, and personal circumstances and other considerations that may be relevant to you. 

 

You should keep yourself informed and be aware of investment risks generally, and in 

particular, the following: 

 

A. Fasqon Tokens Are the Risk Investment 

Investing/trading in Tokens is a risky endeavor. Although Fasqon Tokens generally have 

lower risks and costs compared to derivatives and conventional tokens (managed by other 

than Fasqon), they are not a risk-free investment. 

You must acknowledge and agree that you shall access and use Fasqon Tokens at your own 

risk. You should fully understand the risks associated with Fasqon Tokens and be solely 

responsible and liable for any and all trading and non-trading activity on your Fasqon 

account. 

Do not enter into a transaction or invest using funds that are beyond your financial means. 

 

B. Commissions, Fees, and Charges Associated with Fasqon Tokens 

Before you invest or trade Fasqon Tokens, you should obtain a clear explanation of all 

commissions, fees, and other charges for which you will be liable. 

 

C. Liquidity and Pricing Risks Associated with Fasqon Tokens 

Due to the nature of Fasqon Tokens’ centralized creation and market liquidity, Fasqon strives 

to provide adequate market liquidity and to make Fasqon Tokens available at a fair price. 
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Fasqon shall take reasonable steps, including, but not limited to, capital injection, additional 

tokens creation and selling tokens in the secondary market, token split or reverse token split 

to minimize the risks mentioned above. 

Users may redeem tokens at any time. However, this will generally be more expensive than 

selling them on the spot market and is not recommended during normal trading times. 

Fasqon reserves the right to temporarily suspend the subscription and redemption of tokens, 

but users can still trade in the secondary market. 

 

D. Access Risks 

There are a series of inherent risks with the use of the mobile and/or web-based trading 

technology such as latency in the prices provided, and other issues that are a result of 

connectivity (including, without limitation, the use of mobile networks).  

Fasqon utilizes public communication network circuits for the transmission of messages. 

Fasqon shall not be liable for any and all circumstances in which you experience a delay in 

price quotation or an inability to trade caused by network transmission problems or 

restrictions or any other problems outside our direct control, which include but are not limited 

to the strength of the mobile signal, network latency, or any other issues that may arise 

between you and any internet service provider, phone service provider or any other service 

provider.  

Fasqon may require Users to download and install updates to the application or to their 

device’s operating system as such updates are made available. Failure to do so might lead to 

certain parts of the Services becoming inaccessible to Users until such an update has been 

successfully downloaded and installed. Performance issues and security risks may arise if 

services Fasqon are used on devices with customized or otherwise non-standard operating 

software or as a result of other software installed on such devices. 

 

E. Risks Relating to Cybersecurity 

Malicious individuals, groups, or organizations may attempt to interfere with the Fasqon in a 

variety of ways, including, but not limited to, malware attacks, denial of service attacks, 

coordinated attacks, account takeovers, and submitting fake transactions (including spoofing) 

which could negatively affect the operation of the Fasqon as well as the availability of the 

Services. With the increased use of technologies and the dependence on computer systems to 

perform necessary business functions, digital assets, and Services are susceptible to 

operational and information security risks. In general, cyber incidents can result from 

deliberate attacks or unintentional events. Cyberattacks include but are not limited to gaining 

unauthorized access to digital systems for purposes of misappropriating assets or sensitive 

information, corrupting data, or causing operational disruption. Cyberattacks may also be 

carried out in a manner that does not require gaining unauthorized access, such as causing 

denial of service attacks on infrastructure. Cyber security failures or breaches of the third-

party service providers (including, but not limited to, software providers, cloud services 

providers, index providers, the administrator, and transfer agent) could have a negative 

impact on the Services. 



 

3 

 

It is your responsibility to ensure (i) that your access credentials are kept secure and 

confidential, including your email, username, and password, as well as access to or use of any 

two-factor authentication hardware, software, or secret and (ii) the security and integrity of 

any systems (both hardware and software) or services that you use to access the Services. 


